**Вопросы для оценки стоимости и сроков выполнения работ по выполнению тестирования защищенности**

| № | Вопрос | Ответ |
| --- | --- | --- |
| 1 | **Внешнее тестирование защищенности** |  |
| 1.1 | Количество внешних IP-адресов |  |
| 1.2 | Количество web-систем (сайты, интернет-магазины и т.п.) |  |
| 2 | **Внутреннее тестирование защищенности** |  |
| 2.1 | Адреса площадок, где проводится внутреннее тестирование: |  |
| 2.2 | Перечень систем, подлежащих обследованию |  |
| 2.3 | Количество IP-адресов, которые будут подвергнуты тесту на проникновение (рабочие станции и внутренние серверы) |  |
| 2.4 | Количество внутренних серверов, на которых необходимо тестировать веб-сервисы (веб-приложения, сайты) |  |
| 2.5 | Модели злоумышленников: без логического доступа к системам/ с правами пользователей. |  |
| 2.6 | Используемые технологии: ОС/СУБД/сетевое оборудование и т.п. |  |
| **3** | **Ссылки на мобильные приложения, безопасность которых нужно оценить** |  |
| 4 | Дополнительная информация |  |
| 3.1 | Необходимо ли применять методы социальной инженерии (например, рассылка провокационных писем, фишинг атаки и т.п.) |  |
| 3.2 | Приоритетные цели тестирования: поиск максимального количества уязвимостей/демонстрация возможностей взлома/другое(указать) |  |